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 H.R. 3523, CISPA (Rogers-
Ruppersberger) 

S. 3414, CSA (Lieberman-Collins-
Feinstein) 

S. 3342, SECURE IT (McCain) 

WHO MAY RECEIVE 
CYBERSECURIT Y RELATED 
INFORMATION 

-Any private or governmental entity if 
the protected entity gives consent, 
including military agencies such as the 
NSA or DoD. (Sec. 2(b)). 

- Any private entity (Sec. 702(a)), 
 
-
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 H.R. 3523, CISPA (Rogers-
Ruppersberger) 

S. 3414, CSA (Lieberman-Collins-
Feinstein) 

S. 3342, SECURE IT (McCain) 

OVERSIGHT  -Annual Inspector General reports 
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Miscellaneous -Five year sunset on CISPA (Sec. 
3).  

--Nothing in this title shall limit or 
modify existing information 
sharing relationships, prohibit a 
new information sharing 
relationship or require a new 
information sharing relationship 
(Sec. 707(a)(3)). 
 
-Nothing in this title may be 
construed to permit a Federal 
entity…to condition the award of 
any Federal grant, contract or 
purchase on the provision of 
cybersecurity threat indicators to 
a Federal entity, if the provision of 
such indicators does not 
reasonably relate to the nature of 
activities, goods or services 
covered by the award(Sec. 707(e).   
 
 

--Nothing in this title shall limit or 
modify existing information 
sharing relationships, prohibit a 
new information sharing 
relationship or require a new 
information sharing relationship 
(Sec. 104(a)).  

 


